SALTIE GIRL LONDON PRIVACY STATEMENT

1. Introduction

a. Welcome to the Saltie Girl London privacy policy.

b. Saltie Girl respects your privacy and is committed to protecting your personal data. This privacy policy will inform you as to how we look after your personal data when you visit our website (regardless of where you visit it from) and tell you about your privacy rights and how the law protects you.

2. Important Information and Who We Are

Purpose of this privacy policy

a. This privacy policy aims to give you information on how Saltie Girl London collects and processes your personal data through your use of this website, including any data you may provide through this website when you sign up to our newsletter, book through our website, or take part in a competition.

b. This website is not intended for children, and we do not knowingly collect data relating to children.

c. It is important that you read this privacy policy together with any other privacy policy or fair processing policy we may provide on specific occasions when we are collecting or processing personal data about you so that you are fully aware of how and why we are using your data. This privacy policy supplements other notices and privacy policies and is not intended to override them.

Controller

d. Saltie Girl London is the controller and responsible for your personal data (collectively referred to as "Saltie Girl London", "we", "us" or "our" in this privacy policy).

e. If you have any questions about this privacy policy, including any requests to exercise your legal rights, please contact the DPO using the details set out below.

Contact details

f. If you have any questions about this privacy policy or our privacy practices, please contact our data privacy manager in the following ways:

   Full name: Victoria Mak
   Email address: victoria@saltiegirl.com
   Postal address: Saltie Girl, 15 Audley Street, London, W1K 6WZ
   Telephone number: 020 3893 3000

g. You have the right to make a complaint at any time to the Information Commissioner’s Office (ICO), the UK supervisory authority for data protection issues (www.ico.org.uk). We would, however, appreciate the chance to deal with your concerns before you approach the ICO so please contact us in the first instance.

h. Changes to the privacy policy and your duty to inform us of changes

i. We keep our privacy policy under regular review. This version was last updated on March 2023.
j. It is important that the personal data we hold about you is accurate and current. Please keep us informed if your personal data changes during your relationship with us.

**Third-party links**

k. This website may include links to third-party websites, plug-ins, and applications. Clicking on those links or enabling those connections may allow third parties to collect or share data about you. We do not control these third-party websites and are not responsible for their privacy statements. When you leave our website, we encourage you to read the privacy policy of every website you visit.

3. **The data we collect about you**

Personal data, or personal information, means any information about an individual from which that person can be identified. It does not include data where the identity has been removed (anonymous data).

We may collect, use, store, and transfer different kinds of personal data about you which we have grouped together as follows:

a. **Identity Data** includes first name, maiden name, last name, username or similar identifier, marital status, title, date of birth, and gender.

b. **Contact Data** includes billing address, email address, and telephone numbers.

c. **Financial Data** includes bank account and payment card details.

d. **Transaction Data** includes details about payments to and from you and other details of products and services you have purchased from us.

e. **Technical Data** includes internet protocol (IP) address, browser type, and version, time zone setting and location, browser plug-in types and versions, operating system and platform, and other technology on the devices you use to access this website.

f. **Usage Data** includes information about how you use our website, products, and services.

  g. **Marketing and Communications Data** includes your preferences in receiving marketing from us and our third parties and your communication preferences.

We also collect, use, and share Aggregated Data such as statistical or demographic data for any purpose. Aggregated Data could be derived from your personal data but is not considered personal data in law as this data will not directly or indirectly reveal your identity. For example, we may aggregate your Usage Data to calculate the percentage of users accessing a specific website feature. However, if we combine or connect Aggregated Data with your personal data so that it can directly or indirectly identify you, we treat the combined data as personal data which will be used in accordance with this privacy policy.

We do not collect any Special Categories of Personal Data about you (this includes details about your race or ethnicity, religious or philosophical beliefs, sex life, sexual orientation, political opinions, trade union membership, information about your health, and genetic and biometric data). Nor do we collect any information about criminal convictions and offenses.
4. If you fail to provide personal data
Where we need to collect personal data by law, or under the terms of a contract we have with you, and you fail to provide that data when requested, we may not be able to perform the contract we have or are trying to enter into with you (for example, to provide you with goods or services). In this case, we may have to cancel a product or service you have with us, but we will notify you if this is the case at the time.

5. How is your personal data collected?
We will only use your personal data when the law allows us to. Most commonly, we will use your personal data where we need to perform the contract we are about to enter into or have entered into with you, where it is necessary for our legitimate interests (or those of a third party) and your interests and fundamental rights do not override those interests and where we need to comply with a legal obligation. Examples of how we collect personal data include:

a. Making a Restaurant Booking, there are several ways of making a restaurant booking with us, including the following:
   i. Over the phone with our reception team
   ii. By email to london@saltiegirl.com
   iii. Online bookings via our trusted third-party providers SevenRooms and Open Table
   iv. Personal information such as your name, telephone number, and email address will be required when making a booking.

d. Completing a Feedback Questionnaire, when completing a feedback questionnaire or form, we may ask you to provide your contact details which will be shared with the Manager. We may wish to contact you regarding your feedback and experience with us.

e. Signing up to our E-Newsletter, We would like to send you our latest news and offers that may be of interest to you, however, you will only receive these types of marketing communication if you have opted in. You can opt into mailing via the following ways:
   i. Website sign up form
   ii. When making a reservation online via Open Table, SevenRooms or over the phone
   iii. When checking into one of our properties
   iv. If you decide that you wish to opt-out, you can do so in the following ways:

   Clicking the 'Unsubscribe' button included in our emails
   1. Contact london@saltiegirl.com and request to be opted out of future marketing campaigns.
   vi. When signing up to our e-newsletter, we will store your email address securely on a trusted third-party, Airship

f. CCTV, CCTV is installed in public areas, entrances, and exits of our properties for the prevention and detection of crime. The footage is securely stored and is only accessible to authorised personnel. Footage may be shared with authorities if required by law.

g. Pixel Tabs (Web), Saltie Girl and its third-party service providers use pixel tags (also known
as ‘clear gifs or beacon gifs). Pixel tags are not visible to the user of the website and consist of a few lines of computer coding delivered with the web page. Pixel tags are not used to collect any personally identifiable information about you apart from what you voluntarily provide us.

Pixel tags are used to:

i. Track customer response to Saltie Girl advertisements and website content

ii. Determine your ability to receive HTML-based e-mail messages. Our e-mail service provider includes a pixel tag, referred to as a ‘coded sensor’ in all of the HTML-based messages sent on our behalf. The sensor activates when the e-mail is opened and flags the e-mail address of the user as one that is capable of receiving HTML-based e-mail messages. This capability helps our service provider to send the e-mail in a format you can read. The sensor does not collect or use any other information. If you cannot receive HTML, you will not receive a functioning sensor.

iii. Enable us to know how many users open an e-mail and allow our service provider to compile aggregated statistics about an e-mail campaign for us.

iv. Allow us to target interactive advertising, enhance customer support and site usability and provide offers and promotions which we believe would be of interest to you.

h. Cookies, you can set your browser to refuse all or some browser cookies or to alert you when websites set or access cookies. If you disable or refuse cookies, please note that some parts of this website may become inaccessible or not function properly. For more information about the cookies we use.

6. Website – Hosting

a. We use a trusted third party to deliver emails on our behalf, and we may share your personal data with them in order that we can carry out certain functions, such as communicating about an enquiry, processing your order and assisting with the general running of our site. Whilst this party is based outside of the European Economic Area, they are part of the Privacy Shield which requires them to provide similar protection to personal data shared between Europe and the US.

b. We may also share your personal data with third-party website agencies where this is necessary for us to carry out our obligations to you. We require all third parties to respect the security of your personal data and to treat it in accordance with the law. We do not allow our third-party service providers to use your personal data for their own purposes and only permit them to process your personal data for specified purposes and in accordance with our instructions.

c. We require all third parties to respect the security of your personal data and to treat it in accordance with the law. We do not allow our third-party service providers to use your personal data for their own purposes and only permit them to process your personal data for specified purposes and in accordance with our instructions.
7. How is your personal information stored?

a. When making a reservation, your personal information is stored in our cloud-hosted reservations property management system as a guest profile. This information is available to our reception team and management team. We may also store information securely with trusted third parties including SevenRooms, Open Table, Square Meal and Airship email providers if you use their services or products.

8. Data security

a. We have put in place appropriate security measures to prevent your personal data from being accidentally lost, used, or accessed in an unauthorised way, altered, or disclosed. In addition, we limit access to your personal data to those employees, agents, contractors, and other third parties who have a business need to know. They will only process your personal data on our instructions, and they are subject to a duty of confidentiality.

b. We have put in place procedures to deal with any suspected personal data breach and will notify you and any applicable regulator of a breach where we are legally required to do so.

10. Your legal rights

a. Under certain circumstances, you have rights under data protection laws in relation to your personal data such as:

i. Requesting access to your personal data
ii. Requesting correction of your personal data
iii. Requesting erasure of your personal data
iv. Objecting to processing of your personal data
v. Right to withdraw consent

If you wish to exercise any of the rights set out above, please contact us.

b. No fee is usually required, you will not have to pay a fee to access your personal data (or to exercise any of the other rights). However, we may charge a reasonable fee if your request is clearly unfounded, repetitive, or excessive. Alternatively, we could refuse to comply with your request in these circumstances.

c. What we may need from you, We may need to request specific information from you to help us confirm your identity and ensure your right to access your personal data (or to exercise any of your other rights). This is a security measure to ensure that personal data is not disclosed to any person who has no right to receive it. We may also contact you to ask you for further information in relation to your request to speed up our response.

d. Time limit to respond, we try to respond to all legitimate requests within one month. Occasionally it could take us longer than a month if your request is particularly complex or you have made a number of requests. In this case, we will notify you and keep you updated.
11. Governing Law and Jurisdiction
This is a United Kingdom website and is subject to the laws of England and Wales and any disputes will be decided only by the courts of England and Wales. Saltie Girl London will disclose personally identifiable information without your permission when required by law or, in good faith belief, that such action is necessary to investigate or protect against suspected criminal activities to Saltie Girl London guests, visitors, associates or property (including this site) or to others.
SIDELL HOSPITALITY PRIVACY STATEMENT

This privacy policy tells you how we use personal information collected Sidell Hospitality. Please read this privacy policy before using the site or giving us any personal information. By using the site, you are accepting the practices described in this privacy policy. These practices may be changed, but any changes will be posted and changes will not apply to activities on a retroactive basis. Please review the privacy policy whenever you visit the site to make sure that you understand how any personal information you submit will be used.

Please note that the privacy practices set forth in this privacy policy are for the Sidell Hospitality sites only (http://www.stephaniesonnewbury.com/, http://www.saltiegirl.com, http://www.saltiegirlllc.com, http://www.saltiegirllondon.com). If you link to other web sites, please review the privacy policies posted at those individual sites.

Collection of Information
The forms on this site may collect personally identifiable information, including names, towns of residence, email addresses, etc., when voluntarily submitted by our visitors. The information that was provided had been used to fulfill your specific request. This information had only been used to fulfill your specific request, unless you gave us permission to use it in another manner, for example when we used to add people to our newsletter mailing list.

Providing of Personal Information
Visitors provide us with personal information through our feedback form, inquiry form, newsletter, or review postings. We have the option to retain the content of any email messages sent by visitors, including names and emails addresses.

Cookies and Other Tracking Tools
This site use cookies to personalize ads and to analyze traffic. The site also shares information about your use of the site with advertising and analytics partners who may combine it with other information you've provided to them or they've collected from your use of their services. For more information, please go to the Google ad and content network privacy policy section along with the section on how Google uses information from sites and how Google uses cookies.

Distribution of Information
We may share information with governmental agencies or other companies assisting us in fraud prevention or investigation. We may do so when: (1) permitted or required by law; or, (2) trying to protect against or prevent actual or potential fraud; or, (3) investigating fraud which has already taken place. The information is not provided to these companies for marketing purposes.
Commitment to Data Security
Your personally identifiable information is kept secure. Only authorized employees (who have agreed to keep information secure and confidential) have access to this information.

Privacy Contact Information
If you have any questions, concerns, or comments about our privacy policy, please contact us at any time. We reserve the right to make changes to this policy. Any changes to this policy will be posted
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